
Non-Traditional
Attack Techniques
HIGHLIGHTS FROM A STUDY ON SIDE-CHANNEL AND AIR-GAP ATTACKS
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Who?

$buzzword
white hat

info security

hacking

bug hunting
blue team

red team

cyber security

chuck norris
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Traditional Techniques
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Side Channel
[...] attack based on extra information that can be gathered because of the fundamental way a computer protocol

or algorithm is implemented [...]



Air-gap

Paper: https://www.mdpi.com/1424-8220/23/6/3215
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Have you heard anything?
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Sources and references
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